
 

 

The Role of Hospital Security Services & the Pandemic  

 
Given the scope of the present pandemic, hospitals are 
put in the position of treating patients, while keeping the 
staff, visitors and other patients out of harm’s way. Most 
clinicians are aware of the precautions required to keep 
staff and patients safe. Hospital Security Departments are 
also playing a prominent role. This means that Hospital 
security managers are faced with the obligation of keeping 



 

 

both patients and staff out of harm’s way. Among these 
obligations is the responsibility to oversee internal and 
external access management. Liberal visitor policy, for the 
time being, must therefore, be more controlled for the 
safety of patients, staff and visitors. 
There also, those who may see this pandemic as a 
situation to take advantage of. It is therefore essential that 
all visitors, as well as vendors, be required to meet a 
specific protocol for pertaining to both internal and external 
access, as determined to meet the unique needs of each 
hospital. 
The SMSI team, Bill Nesbitt CPP and Drew Neckar CPP, 
have extensive hospital experience. Bill has been retained 
as an expert witness for numerous lawsuits, wherein the 
efficacy of the hospital’s security program was called into 
question. Bill is also a former Navy Corpsman. Drew has 
years of experience with a world-renowned hospital 
organization located in the Midwest. Both Bill and Drew 
hold CPTED certifications (Crime prevention through 
environmental design). This is the time to review your 
security protocol. 
In the wake of the present pandemic, now is the time to 
reexamine your entire security protocol. When evaluating 
risk, the quantification of risk is crucial to the process. This 



 

 

requires determining of the probability of the risk 
occurring. Once the probability of an identified risk is 
determined, the task requires the ascertaining of the 
required security remedies. The ambient risk environment 
is situationally changed in terms of priorities. 
The Security Solution Hierarchy herein, provides a 
model for the prioritization security solutions. When it 
comes to developing a security plan to mitigate the 
associated risk, commensurate with today’s clinical threat 
environment, security has a role, in of a diverse range of 
potential security solutions potential security solutions.  
When it comes to developing a security plan to mitigate 
the associated risk, commensurate with today’s clinical 
threat environment, security has a role, in security 
solutions. When it comes to developing a security plan to 
mitigate the associated risk, commensurate with today’s 
clinical threat environment, security has a role, in concert 
with the clinical team. 
Even though hospitals offer a safe clinical milieu, target 
hardening of both perimeters and inner space must be 
reexamined. The control of inner space is a situational 
exercise, predicated on unique needs of each hospital, 
from urban to rural. 



 

 

The SMSI Team has extensive hospital experience, 
covering two broad services. First, as hospital security 
consultants, and secondly as court certified expert 
witnesses, when the efficacy of security is questioned. 
Remember, security is an anticipatory discipline aimed at 
mitigation and prevention and doing so without hindering 
the clinical mission. The first step in this process in to 
conduct a comprehensive security assessment. Periodic 
security assessments are prudent, despite the current 
threat environment. 
Given the scope of the present pandemic, hospitals are 
put in the position of treating patients, while keeping the 
staff, visitors and other patients out of harm’s way. Most 
clinicians are aware of the precautions required to keep 
staff and patients safe. Hospital Security Departments are 
also playing a prominent role. 
This means that Hospital security managers are faced with 
the obligation of keeping both patients and staff out of 
harm’s way. Among these obligations is the responsibility 
to oversee internal and external access management. 
Liberal visitor policy, for the time being, must therefore, be 
more controlled for the safety of patients, staff and visitors. 
There also, those who may see this pandemic as a 
situation to take advantage of. It is therefore essential that 



 

 

all visitors, as well as vendors, be required to meet a 
specific protocol for pertaining to both internal and external 
access, as determined to meet the unique needs of each 
hospital. 
The SMSI team, Bill Nesbitt CPP and Drew Neckar CPP, 
have extensive hospital experience. Bill has been retained 
as an expert witness for numerous lawsuits, wherein the 
efficacy of the hospital’s security program was called into 
question. Bill is also a former Navy Corpsman. Drew has 



 

 

years of experience with a world-renowned hospital 
organization located in the Midwest. Both Bill and Drew 
hold CPTED certifications (Crime prevention through Now 
is the time to reexamine your entire security protocol.  
The Security Solution Hierarchy herein, provides a 
model for the prioritization of a diverse range of potential 
security solutions.  
When it comes to developing a security plan to mitigate 
the associated risk, commensurate with today’s clinical 
threat environment, security has a role, in concert with the 
clinical team. 
Even though hospitals offer a safe clinical milieu, target 
hardening of both perimeters and inner space must be 
reexamined. The control of inner space is a situational 
exercise, predicated on unique needs of each hospital, 
from urban to rural. 
The SMSI Team has extensive hospital experience, 
covering two broad services. First, as hospital security 
consultants, and secondly as court certified expert 
witnesses, when the efficacy of security is questioned. 
Remember, security is an anticipatory discipline aimed at 
mitigation and prevention and doing so without hindering 
the clinical mission. The first step in this process in to 



 

 

conduct a comprehensive security assessment. Periodic 
security assessments are prudent, despite the current 
threat environment. 

When evaluating risk, the quantification of risk is crucial to 
the process. This requires determining of the probability of 
the risk occurring. Once the probability of an identified risk 
is determined, the task requires the ascertaining of the 
needed required security remedies. The ambient risk 
environment is situationally changed in terms of priorities. 
To summarize, our team is willing to bring our expertise to 
the table. We have a significant level of experience. We 
have learned from both the successful operations, and 
conversely. We have also learned in our roles a court 
certified Expert Witnesses. We have over twenty years of 
experience as court certified expert witnesses in 
numerous litigations, covering over 30 states. This 
experience has made better consultants from the 
perspective of mitigation.  

 

 

 

 

 

 



 

 

 

 

  

 

 

 

 

  


